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The military foundations of the United States’ global dominance are eroding. For the past several decades, an overwhelming advantage in technology and resources has given the U.S. military an unmatched ability to project power worldwide. This has allowed it to guarantee U.S. access to the global commons, assure the safety of the homeland, and underwrite security commitments around the globe. U.S. grand strategy assumes that such advantages will continue indefinitely. In fact, they are already starting to disappear.

Several events in recent years have demonstrated that traditional means and methods of projecting power and accessing the global commons are growing increasingly obsolete—becoming “wasting assets,” in the language of defense strategists. The diffusion of advanced military technologies, combined with the continued rise of new powers, such as China, and hostile states, such as Iran, will make it progressively more expensive in blood and treasure—perhaps prohibitively expensive—for U.S. forces to carry out their missions in areas of vital interest, including East Asia and the Persian Gulf. Military forces that do deploy successfully will find it increasingly difficult to defend what they have been sent to protect. Meanwhile, the U.S. military’s long-unfettered access to
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the global commons—including space and cyberspace—is being increasingly challenged.

Recently, Secretary of Defense Robert Gates argued in these pages for a more “balanced” U.S. military, one that is better suited for the types of irregular conflicts now being waged in Afghanistan and Iraq. However, he also cautioned, “It would be irresponsible not to think about and prepare for the future.” Despite this admonition, U.S. policymakers are discounting real future threats, thereby increasing the prospect of strategic surprises. What is needed is nothing short of a fundamental strategic review of the United States’ position in the world—one similar in depth and scope to those undertaken in the early days of the Cold War.

A DANGEROUS GAME

The term “wasting asset” became common among U.S. policymakers in the early days of the Cold War. At the end of World War II, the United States possessed an incalculable strategic advantage: a monopoly on nuclear weapons. So when the Soviet Union tested its first atomic bomb in August 1949, it triggered a sense of panic in the United States, as the U.S. nuclear arsenal had become a wasting asset.

The United States responded with a major effort to bring together the nation’s best strategists to devise a new approach. That effort yielded the Truman administration’s National Security Council report nsc-68 and, later, the Eisenhower administration’s Solarium Study and nsc-162/2. These became the foundation of a new U.S. strategy to counter a nuclear Soviet Union.

To help offset the loss of its nuclear monopoly, the United States sought to develop new advantages while sustaining certain old advantages. It exploited its continuing technological edge to maintain a highly effective nuclear deterrent. Shortly after the Soviet nuclear test of a fission weapon, President Harry Truman approved plans to develop thermonuclear, or fusion, weapons, which have far greater destructive power. Equally important were efforts to sustain the U.S. military’s unsurpassed ability to project and sustain large forces around the globe, as demonstrated during the wars in Korea, Vietnam, and the Persian Gulf, when the United States transported large field armies overseas.
This force projection was made possible by the U.S. military’s ability to access the global commons, principally on the seas and in the air but increasingly in the space and cyberspace domains as well. And with the Soviet Union’s collapse in December 1991, the United States’ ability to project military power was effectively unconstrained. There were large-scale deployments to Panama, Haiti, and the Balkans during the late 1980s and 1990s, and these were later eclipsed by the dispatch of large expeditionary forces to Afghanistan and Iraq.

But this long record of military successes masks major geopolitical and technological trends that are rapidly eroding the advantages the U.S. military has long enjoyed. This was dramatically illustrated by a major exercise conducted earlier this decade. In the summer of 2002, the Pentagon conducted its largest war-gaming exercise since the end of the Cold War. Called Millennium Challenge 2002, it pitted the United States against an “unnamed Persian Gulf military” meant to be a stand-in for Iran. The outcome was disquieting: what many expected to be yet another demonstration of the United States’ military might turned out to be anything but.

The “Iranian” forces, led by retired Marine Corps Lieutenant General Paul Van Riper, successfully countered the U.S. forces at every turn. The U.S. fleet that steamed into the Persian Gulf found itself subjected to a surprise attack by swarms of Iranian suicide vessels and antiship cruise missiles (ASCMS). Well over half the U.S. ships were sunk or otherwise put out of action in what would have been the United States’ worst naval disaster since Pearl Harbor. Meanwhile, Van Riper kept his Iranian cruise and ballistic missile forces on the move, frustrating the U.S. commanders’ efforts to track and destroy them. Rather than turn his air-defense radars on and expose them to prompt destruction from U.S. aircraft armed with antiradiation missiles, Van Riper left his units’ systems turned off. Since no one could be sure of where the Iranian defenses were positioned, it was risky for U.S. cargo aircraft to land and resupply the U.S. ground forces that had deployed on Iranian soil.

Exasperated and embarrassed at the success of the mock Iranian force, the senior U.S. commanders overseeing the war game’s progress called for a “do-over.” They directed the U.S. fleet to be “refloated” and compelled the enemy forces to turn on their radars and expose themselves to attack. The enemy missile forces were ordered to cease their
evasive maneuvers. Recast in this manner—and with Van Riper “relieved” of his command, apparently for having executed it too well—the game proceeded to a much more agreeable conclusion.
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The official results of Millennium Challenge may have validated the military’s own ideas about its ability to project forces into contested areas. But Van Riper’s success should have served as a warning: projecting power into an area of vital interest to the United States using traditional forces and operational concepts will become increasingly difficult. Indeed, these means and methods are at great risk of experiencing significant, perhaps even precipitous, declines in value.

The Millennium Challenge exercise was a harbinger of the growing problems of power projection—especially in coastal zones, maritime chokepoints (such as the Strait of Hormuz), and constricted waters (such as the Persian Gulf). As the initial success of Van Riper’s “Iranian” forces demonstrated, the risks in such areas are becoming progressively greater, especially when the United States is facing a clever adversary. In the real world, Iran and other states can buy high-speed, sea-skimming ASCMs in quantity. In confined waters near shore, U.S. warships would have little warning time to defend against these weapons. The same can be said of high-speed suicide boats packed with explosives, which can hide among commercial vessels. Widely available modern sea mines are far more difficult to detect than were those plaguing the U.S. fleet during the 1991 Gulf War. Quiet diesel submarines operating in noisy waters, such as the Strait of Hormuz, are very difficult to detect. Iran’s possession of all of these weapons and vessels suggests that the Persian Gulf—the jugular of the world’s oil supply—could become a no-go zone for the U.S. Navy.

**Western Technologies, Eastern Stratagems**

In East Asia, an even more formidable challenge is emerging. China’s People’s Liberation Army is aggressively developing capabilities and strategies to degrade the U.S. military’s ability to project power into the region. The PLA’s buildup is being guided by the lessons drawn by the Chinese military from the two Iraq wars and the 1999 war in the Balkans. The Chinese were particularly impressed by the effectiveness of U.S. precision-strike capabilities and the role played by space
systems, which provided reliable navigation and communications, as well as weather, targeting, and missile-warning data. The effort is also being driven by the Chinese experience during the 1995–96 Taiwan Strait crisis, when a U.S. aircraft carrier, the U.S.S. *Nimitz*, entered the Taiwan Strait to compel China to stand down from its threats to Taiwan. This display of U.S. naval power bolstered China’s determination to curb the United States’ access to East Asia.

Senior Chinese political and military leaders decided it would be foolhardy to challenge the U.S. military head-on. Instead, China is working to combine Western technology with Eastern stratagems, aiming to be able to seize the initiative in the event of a conflict by exploiting the element of surprise. The Chinese approach would entail destroying or disrupting the U.S. military’s communications networks and launching preemptive attacks, to the point where such attacks, or even the threat of such attacks, would raise the costs of U.S. action to prohibitive levels. The Chinese call the military capabilities that support this strategy “assassin’s mace.” The underlying mantra is that assassin’s mace weapons and techniques will enable “the inferior” (China) to defeat “the superior” (the United States).

Chinese efforts are focused on developing and fielding what U.S. military analysts refer to as “anti-access/area-denial” (A2/AD) capabilities. Generally speaking, Chinese anti-access forces seek to deny U.S. forces the ability to operate from forward bases, such as Kadena Air Base, on Okinawa, and Andersen Air Force Base, on Guam. The Chinese are, for example, fielding large numbers of conventionally armed ballistic missiles capable of striking these bases with a high degree of accuracy. Although recent advances in directed-energy technology—such as solid-state lasers—may enable the United States to field significantly more effective missile defense systems in the next decade, present defenses against ballistic missile attacks are limited. These defenses can be overwhelmed when confronted with missile barrages. The intended message to the United States and its East Asian allies and partners is clear: China has the means to put at risk the forward bases from which most U.S. strike aircraft must operate.
Area-denial capabilities are aimed at restricting the U.S. Navy’s freedom of action from China’s coast out to “the second island chain”—a line of islands that extends roughly from the southeastern edge of Japan to Guam. The PLA is constructing over-the-horizon radars, fielding unmanned aerial vehicles, and deploying reconnaissance satellites to detect U.S. surface warships at progressively greater distances. It is acquiring a large number of submarines armed with advanced torpedoes and high-speed, sea-skimming ASCMs to stalk U.S. carriers and their escorts. (In 2006, a Chinese submarine surfaced in the midst of a U.S. carrier strike group, much to the U.S. Navy’s embarrassment.) And it is procuring aircraft equipped with high-speed ASCMs and fielding antiship ballistic missiles that can strike U.S. carriers at extended ranges. Advanced antiship mines may constrain U.S. naval operations even further in coastal areas.

The implications of these efforts are clear. East Asian waters are slowly but surely becoming another potential no-go zone for U.S. ships, particularly for aircraft carriers, which carry short-range strike aircraft that require them to operate well within the reach of the PLA’s A2/AD systems if they want remain operationally relevant. The large air bases in the region that host the U.S. Air Force’s short-range strike aircraft and support aircraft are similarly under increased threat. All thus risk becoming wasting assets. If the United States does not adapt to these emerging challenges, the military balance in Asia will be fundamentally transformed in Beijing’s favor. This would increase the danger that China might be encouraged to resolve outstanding regional security issues through coercion, if not aggression.

DEADLY IRRREGULARS

Irregular forces are also gaining greater access to advanced weaponry. As they do, they are increasingly capable of presenting serious threats to U.S. military operations on levels hitherto reserved for state adversaries. These, too, threaten to turn the U.S. military’s forward bases and other key infrastructure into wasting assets.

Since the Korean War, the U.S. military has become used to operating with secure rear areas. Large U.S. bases, such as that in Cam Ranh Bay, South Vietnam, and, more recently, Camp Victory, in Iraq,
and Bagram Air Base, in Afghanistan, have been sanctuaries in the midst of conflict. Even insurgent attacks on the Green Zone in Baghdad have failed to do significant harm. This happy state of affairs is almost surely coming to an end.

The Second Lebanon War, waged between Hezbollah and Israel during the summer of 2006, was the proverbial canary in the coal mine. It suggested that a new, more deadly form of irregular conflict—known as “irregular warfare under high-technology conditions”—may be emerging. The war showed how difficult it is becoming for conventional military forces to defend key fixed targets, such as military bases, critical economic infrastructure, and densely populated areas, against irregular forces, which are increasingly armed with rapidly proliferating “ramm” (rocket, artillery, mortar, and missile) capabilities. During the 34-day conflict, Hezbollah fired some 4,000 rockets into Israel. Most of these were short range, and all of them were unguided. Yet more than 300,000 Israeli citizens had to be evacuated from their homes. Israel’s Haifa oil refinery had to dump much of its stored oil for fear that a rocket attack could spark a major explosion and fires in the city. The war’s economic impact was considerable.

Some of Hezbollah’s rockets, although short range by modern military standards, could be fired over 50 miles. Compare this to the mortars and rockets used by Vietcong guerrillas against U.S. bases in South Vietnam. To combat that threat, U.S. forces simply patrolled to keep the enemy beyond his four-mile mortar range. Applying this approach against an enemy whose rocket range extends out to 50 miles is simply not possible.

The growing range of ramms available to irregular forces is not the only, or even the deadliest, problem. The U.S. military has long enjoyed a near monopoly on the use of guided, or “smart,” munitions, which offer the enormous benefit of high accuracy independent of a weapon’s range. But now guided ramms (or “g-ramms”) are proliferating from powers such as China and Russia. Once these are in the hands of irregular forces, those forces will be able to hit targets with great precision and reliability. Moreover, such weapons do not require a high degree of operator training. As a harbinger, during the Second Lebanon War, Hezbollah irregulars hit an Israeli warship with an Iranian-made guided ascm and destroyed or disabled over 50 Israeli
tanks with sophisticated Russian-made guided antitank missiles. The ability of irregular forces to precisely hit critical points, such as airfields, harbor facilities, and logistics depots, will pose serious problems for the U.S. military’s way of operating.

VIRTUAL WARFARE

Cyberspace is another domain in which the U.S. military may face rapidly growing risk. Information technology (IT) permeates every aspect of its operations, from logistics and command and control to targeting and guidance. As this dependence on IT has grown, so, too, has vulnerability to disruptions—especially disruptions of battle networks linking U.S. forces.

This vulnerability also affects the United States’ economic infrastructure, where everything from transportation to electricity and finance depends on cybernets. Attacks on both military and civilian IT networks have been increasing for at least a decade. Russia has been accused of conducting cyberwarfare campaigns against Estonia in 2007, Georgia in 2008, and Kyrgyzstan in 2009. China is reputed to have been behind cyberattacks that disabled computer systems at the Pentagon, as well as cyberattacks against France, Germany, and the United Kingdom. Cyberwarfare could enable other countries—or even disaffected groups—to inflict crippling damage on the U.S. economy.

Moreover, U.S. military operations are very dependent on commercial land-based information infrastructure. If cyberattacks inflicted substantial damage on them or disrupted them, not only would great economic turmoil ensue; much of the military capability of the United States could prove to be the modern equivalent of the Maginot Line.

The United States’ armed forces also rely heavily on military and commercial satellites. In recent years, the Chinese military has shown that it can neutralize or destroy satellites in low-earth orbit (where most satellites are located) by launching antisatellite ballistic missiles or firing ground-based lasers. As China’s lunar exploration program matures, the PLA will likely acquire the ability to destroy the Global Positioning System (GPS) constellation, which is essential for guiding many “smart” weapons to their targets. If China continues to develop and field antisatellite capabilities, the U.S. satellite architecture
may also become a wasting asset, one highly dependent on Chinese
sufferance for its effective operation.

THE IMPERATIVE TO ADAPT

If history is any guide, these trends cannot be undone. Technology
inevitably spreads, and no military has ever enjoyed a perpetual
monopoly on any capability. To a significant extent, the U.S. military’s
wasting assets are the direct consequence of the unavoidable loss of
its near monopoly on guided weapons. This monopoly simply cannot
be regained.

This raises troubling questions. For example, will the United
States accept that several areas of vital interest are becoming no-go
zones for its military, or will it take steps to address the challenge?
Will the United States accept a posture of vulnerability in regard to
its satellite architecture and cyberinfrastructure, or are alternatives
available to redress the problem? How must U.S. strategy adapt in a
world of rising powers and spreading technologies? Are there cost-
effective alternatives to accepting growing vulnerability, or must the
United States adopt a more modest strategy?

Analogous kinds of problems have been encountered and overcome
in the past by the United States and other preeminent nations. During
World War II, new U.S. carrier operations were so effective in pro-
jecting power that they rendered battleships obsolete. In addressing
the Soviet Union’s nuclear buildup, the United States developed early
warning systems (satellites and distant early warning radars) and forces
centered on a triad of delivery systems (bombers and land- and sea-based
missiles) to enable deterrence.

Just as the Truman and Eisenhower administrations were faced
with the need to confront difficult and complex strategic choices
nearly 60 years ago, so, too, is the Obama administration today. The
United States can either adapt to contemporary developments—or
ignore them at its peril. There is, first of all, a compelling need to develop
new ways of creating military advantage in the face of contemporary
geopolitical and technological trends. That means taking a hard look
at military spending and planning and investing in certain areas of
potential advantage while divesting from other assets. And Washington
must keep in mind that efforts to field new capabilities and put in place new ways of operating typically take time, often a decade or more, to come to fruition.

But before questions about how to adapt military capabilities to future requirements can be considered coherently, there must be a new strategic framework. In the face of growing Soviet competition, Presidents Truman and Dwight Eisenhower made decisions about U.S. military capabilities in the context of an overall strategy built around the objective of containing Soviet power and deterring aggression—both enabled by a strong U.S. economy, robust alliances with like-minded countries and other powers, and a technically advanced U.S. military operating within the framework of a global network of bases. Given the similar scale of today’s challenges, the Obama administration’s choices regarding the future U.S. military posture must be informed by an overarching strategy as ambitious as the one during the first decade of the Cold War. This strategy must take into account geopolitical factors, rapid advances in military technologies, and the United States’ weakened economic standing. It must address the major challenges posed by radical Islamist groups (and by the related campaigns to defeat them in Afghanistan and Iraq). It must also address the prospect of nuclear proliferation. Should Iran become a nuclear-armed state, it could well spur a round of proliferation in the Arab world, further complicating the U.S. military’s ability to project power into the Middle East in defense of key interests. Finally, there is China, a key U.S. trading partner and potentially a strong force in support of well-established international norms of behavior. At the same time, however, China’s military buildup suggests that it may be tempted to pursue its aims through coercion, if not aggression, unless deterred from so doing.

The strategy must also recognize two wasting assets of a nonmilitary kind: the erosion of the United States’ financial position and the reality that the United States’ allies will not shoulder a larger share of the collective-security burden. With few exceptions, long-standing allies’ continued refusal to do more for the common defense stems from a
lack of agreement on future threats, underlying economic weakness, and a willingness to be free riders, benefiting from U.S. efforts and expenditures. This is unlikely to change even with a popular new administration in Washington. Even absent the global economic crisis, U.S. allies such as France, Germany, Japan, and the United Kingdom are saddled with aging populations and burdensome social welfare systems, leaving ever fewer resources available for contributing to collective security.

All this suggests that the United States must pursue a more modest strategy than that advanced by the Bush administration in the wake of 9/11—one that reflects a better balance between goals and resources, features a reduced emphasis on wasting military assets, and involves the vigorous identification, development, and exploitation of new areas of advantage.

**SOME MODEST PROPOSALS**

There are a number of initiatives that can and should be undertaken now. Investments in specific new capabilities may be premature given both the current economic circumstances and the absence of a clear strategy. However, it seems indisputable that divestment from what are clearly wasting assets should be heavily emphasized in order to avoid both substantial monetary costs and opportunity costs—particularly in an era of growing budgetary and economic constraints.

For one thing, the United States should adopt an indirect approach to addressing instability in the developing world, conserving the bulk of its resources for meeting other strategic priorities. This means exploiting the U.S. military’s advantage in highly trained manpower by emphasizing the training, equipping, and advising of indigenous forces of countries threatened by subversion, especially states confronting radical Islamist groups, rather than direct combat operations. In Afghanistan and Iraq, where U.S. forces are already deployed in large numbers, Washington should continue its efforts to field indigenous forces and withdraw U.S. combat units. The U.S. military will need to maintain a capacity to “surge” forces should a state of vital interest begin to fail, but such deployments should be a last resort. What is especially important is that the
lessons learned by the U.S. military and the capabilities developed in waging irregular warfare be institutionalized.

Some of the resources thereby freed up should be invested in developing new ways to cope with the G-ramm challenge. Any solution will most likely be found in a combination of existing and emerging capabilities, and in new ways of employing them. Several possibilities are worth exploring. Loitering “hunter-killer” reconnaissance and strike aircraft—both manned and unmanned—could be used to search for enemy G-ramm-equipped forces and, once identified, engage them quickly before the enemy can fire or disperse. Another option is to harden targets against such attacks, although doing so is an expensive proposition and thus feasible only for the highest-priority targets. There are active defenses that can intercept G-ramm projectiles, although price remains a major problem here, since interceptors tend to cost far more than G-ramm projectiles. Rapid advances in solid-state lasers may, however, enable defense systems that have a projected cost-per-shot ratio that is far less than that of traditional interceptors.

Regarding traditional power projection, the United States should
adopt an offsetting strategy whose objective is to parry efforts by China and Iran to deny the U.S. military access to East Asia and the Persian Gulf. The United States should make it clear that although it does not view Beijing as an enemy, it intends to continue reassuring its allies and friends in the region that they will not become victims of coercion or aggression. The same can be said of Iran, which is fielding a more modest version of China’s capabilities. The offsetting strategy would be designed to preserve a stable balance, not generate a threat.

Maintaining the United States’ ability to project power in an A2/AD environment will require multifaceted responses. The growing threat to U.S. forward air bases from Chinese assassin’s mace capabilities might be handled in several possible ways. Bases could be hardened against attack by missiles with conventional warheads, perhaps combined with missile defenses. An excessive reliance on vulnerable bases could be reduced by developing long-range reconnaissance and strike systems. To offset the growing vulnerability of its major surface ships, the U.S. Navy could acquire more large submarines armed with conventional cruise missiles. To avoid operational irrelevance, carriers should reduce their reliance on short-range manned aircraft in favor of much longer-range unmanned aircraft, some of which are now in development. Advances in missile and air defenses could also play a key role in protecting the fleet. Since primacy in undersea warfare is a prerequisite for other naval operations, priority must be given to expanding the navy’s edge in antisubmarine warfare. The current plans to increase submarine production must be sustained, and design work on unmanned underwater vehicles and a new class of submarines should also be initiated.

Several options to preserve U.S. access to space seem worth exploring. The government should support and exploit advances in IT, nanotechnology, and enhanced forms of propulsion in order to shift from relying on a relatively small number of large “mainframe” satellites to using micro- and nanosatellites that might be configured in less vulnerable and more easily repaired networks. Alternatively, it may be possible to use land-based clusters of unmanned aerial vehicles to substitute, at least on a limited basis, for damaged or destroyed satellites.

The cyberwarfare competition is so shrouded in secrecy that it is difficult to determine the United States’ level of vulnerability, let alone...
options for addressing it. It may be that a defensive strategy cannot be successfully pursued and that the United States will be forced to develop its own cyberweapons and rely on deterring the worst sorts of cyberattacks. In short, the potential for a surprise of the worst sort in this realm remains a real possibility.

Significant resources may be liberated by reducing the military’s emphasis on capabilities whose value will likely diminish greatly in the future. Defense Secretary Gates has recently taken some initial positive steps in this direction. For example, the navy’s new Zumwalt-class destroyers are too expensive to address the challenges posed by irregular warfare and too vulnerable to operate in East Asia or the Persian Gulf; Gates is moving forward with plans to terminate their production. The army has proposed spending over $150 billion on its constellation of Future Combat Systems. Yet the FCS are optimized for traditional conventional warfare rather than the persistent irregular warfare the army now confronts. The defense secretary’s decision to terminate the eight FCS combat vehicles is on the mark, as is his cancellation of the tactical satellite program. Large satellites that are highly effective so long as space is a sanctuary must be reconsidered in recognition of the fact that this condition no longer obtains.

Much more needs to be done to free up defense resources. The military plans to spend hundreds of billions of dollars on several thousand short-range strike aircraft that must operate from forward land bases or carriers, both of which are increasingly vulnerable. These programs should be scaled back in favor of greater investment in longer-range systems, such as a next-generation bomber and the navy’s long-range unmanned strike system. The U.S. Marines are planning to field a new amphibious vehicle, the Expeditionary Fighting Vehicle, that is able to swim ashore and then fight as a land combat vehicle. Yet the fleet that would launch these is being forced to operate ever further from the shore, far beyond the distance for which the EFV was designed. The EFV is also highly vulnerable to the roadside bombs that are now proliferating throughout the developing world. The system should be canceled. It simply makes no sense to spend so many defense dollars on new systems that are essentially wasting assets before they even reach the field.
More than just a military problem

Security, of course, involves more than just defense policy. For one thing, Washington must do much more than it has in recent years to attract capable and willing allies. After the Cold War, during its “unipolar moment,” the United States seemed to have no need for allies, save perhaps for legitimizing its use of force so that it could fulfill its role as the primary guarantor of the international system.

There are states that live in increasingly dangerous neighborhoods that may, with competent U.S. diplomacy, emerge as important allies in this new age. Muslim democracies, such as Indonesia, Pakistan, and Turkey, should be engaged. India, the world’s largest democracy, has one of the world’s largest Muslim populations and shares U.S. concerns over China’s military buildup. Despite its demographic decline and economic difficulties, Japan could shoulder significantly more responsibility than it has in the past—and has increasing reason to do so. South Korea is capable of assuming full responsibility for defending itself against a land assault from the North. Australia remains a highly valued ally, always punching well above its weight. The European allies, although diminished in stature and military capability, can still provide significant support, as demonstrated by the United Kingdom’s strong showing in both Afghanistan and Iraq. Nor should engaging China and Russia be discounted. Despite the obvious difficulties involved, their security cannot be isolated from instability in the developing world or from nuclear proliferation.

Even more important, the United States must get its own house in order. The nation’s economic might has long been a critical source of competitive advantage. U.S. relative advantage may erode over time, but there is much to suggest that it can be sustained for several generations. Compared with the other great powers, the United States has by far the best demographic profile. China, Europe, Japan, and Russia are all aging more rapidly than the United States, and India confronts a youth bulge that may prove difficult to manage. The United States also boasts a skilled manpower base (although preserving it will require reforming the educational system, which is lagging in key areas). The United States is blessed with a superior store of natural resources, which only Russia can possibly match. It also boasts the world’s most dynamic
free-enterprise system. But Americans must learn once again to invest in their future and live within their means. The United States entered the Cold War as the world’s leading producer nation; now it is the world’s leading consumer and debtor nation.

Just as it took over half a decade of effort to address the United States’ loss of its nuclear monopoly, a strategy to address the United States’ current wasting assets will not be crafted overnight. What is needed is a sense of urgency similar to that which animated policymakers at the start of the Cold War, as well as persistent attention from the president and his top advisers. Yes, the nation confronts a severe financial crisis. But President Barack Obama may take some inspiration from President Franklin Roosevelt, who had to deal with a prolonged, severe depression even while storm clouds gathered overseas.

A decade ago, the debate in defense circles centered on whether or not the U.S. military needed to undertake a “transformation”—that is, to field a substantially different kind of military to address the challenges of a new era with new rivals and rapidly spreading technologies. The idea faced stiff resistance from many in the military. But the price for such willful ignorance can be steep. Confronted with modern irregular warfare in the wake of the invasions of Afghanistan in 2001 and Iraq in 2003, the United States found itself engaging in reactive transformation (as did the Israelis following the Second Lebanon War). Today, despite growing evidence that a wide array of U.S. military capabilities are depreciating in value, many remain reluctant to engage in the hard thinking necessary for anticipatory transformation—preparing for emerging challenges by identifying new capabilities to offset or replace those that are progressively wasting.

Ignoring growing challenges to the United States’ ability to project and sustain military capability overseas will not make those challenges go away. Sooner or later, they—and their implications for U.S. security—must be confronted. A decline in the U.S. military’s ability to influence events abroad may be inevitable; however, it should not be the result of indifference or lack of attention. There are important strategic choices that the United States must make. To avoid those choices now is simply to allow the United States’ rivals to make them instead.